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Abstract

Data and knowledge bases model certain aspects of
the world. When the state of the world changes faster
than our ability to discover these state changes and up-
date the data repositories accordingly, the confidence on
the validity of data decays with time, and software sys-
tems running in such environments have to cope with
the decay of confidence in the data lest they run the risk
of giving wrong answers and behaving erroneously.

This gradual loss of confidence on stored data is
termed information obsolescence, and it is inherently
a temporal phenomenon. We have come across such
problem when designing an information system for traf-
fic monitoring and control in a large city, and in this
paper we propose to investigate some problems related
to this modelling task. We propose two approaches to
deal with information obsolescence, coined here the an-
alytical approach and the algebraic approach, and show
how both can converge to a general, temporal treatment
of obsolescence. Our immediate goal is to try to ap-
prozimate and reduce the whole problem of monitoring
and controlling obsolescence of information to a purely
temporal phenomenon, in which case we can model the
system using conventional temporal database technol-

0gy.

1. Introduction

Databases and knowledge bases are built to model a
certain part of the world. Updates in such data repos-
itories are intended to reflect changes in the state of
the modelled world. However, in situations in which
the state of the world changes faster than our ability
to find out such alterations, the confidence on the va-
lidity of data decays with time.

This gradual loss of confidence on data stored in
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a database or a knowledge base we call information
obsolescence, and it is inherently a temporal phe-
nomenon. Situations in which there is intense state
change and this phenomenon becomes non-negligible
abound. Software systems running in such environ-
ments have to cope with the decay of confidence in the
data lest they run the risk of giving wrong answers and
behaving erroneously.

We have come across such problem when design-
ing an information system for traffic monitoring and
control in the city of Sao Paulo, Brazil (population:
10 million'), project SIDAM. This system has to cope
with information that changes dynamically and is dis-
tributed over the whole area of the city and its sur-
roundings. Additionally, the rate of change of informa-
tion varies significantly with location and along time
(for example, data is far more alterable during peak
hours in weekdays than at late night hours or during
weekends).

Furthermore, there are fixed and mobile (helicopter
and car based) sources of information, which may not
be available at all times, and which operate in a fault-
prone environment. This all puts information obsoles-
cence under the spotlight when modelling such a sys-
tem.

In this paper we propose to investigate some of the
unavoidable problems one is faced with in such a mod-
elling task. We propose two approaches to deal with in-
formation obsolescence, namely the analytical approach
— in which functions on real numbers are adopted as
basis for the description of the processes of informa-
tion obsolescence — and the algebraic approach — in
which discrete values with the least algebraic struc-
turing strictly required to characterise time and uncer-
tainty are employed as descriptive tools for information
obsolescence — and we compare them and show how
both can converge to a general, temporal treatment of
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obsolescence.

Our immediate goal is to try to approximate and
reduce the problem of monitoring and controlling ob-
solescence of information to a purely temporal phe-
nomenon, in which case we can model the system us-
ing conventional temporal database technology. In this
way, we hope to achieve a fast first solution to the data
obsolescence problem. We also hope to make clear
what the limitations inherent in such an approxima-
tion are. More complex developments will hopefully
be achieved in the future.

In section 2 we introduce our analytical approach for
treating obsolescence of information. In section 3 we
present the algebraic approach for the same problem.
Finally, in section 4 we present some further discussion
and proposed future work.

2. The Analytical Approach

Suppose there is a helicopter flying over the city and
sending information about the average speed of cars
in the streets below. (In fact, there are two or three
such helicopters in operation in Sao Paulo during peak
hours, but instead of carrying measuring equipment,
only a reporter is on board broadcasting traffic news.)

Suppose it is 17h20? in the afternoon and the he-
licopter measurement equipment sends some data re-
porting that in Happiness St the average traffic speed
is 50km/h. The helicopter keeps flying and we do not
know if and when it is coming back to Happiness St.

Initially, we have good reasons to trust that infor-
mation, but its credibility decays fast, and five minutes
later it may no longer be considered trustworthy.

The average traffic speed in Happiness St can be
part of a traffic monitoring database to help traffic en-
gineers manage car traffic in the city. “Happiness St” is
a geographical entity in this database, “average traffic
speed” is one attribute of that entity and “50km/h” is
one possible value for this attribute. Clearly, this value
is associated with a certain instant in time and bound
to a certain credibility degree.

Also, this small example indicates that in one such
database credibility is dependent upon time. More
precisely, the credibility of data is monotonically non-
increasing (and most often strictly monotonically de-
creasing) with time, once it is input to the database.

Under these considerations, we start by assuming
that every piece of stored or derived data A in the
database is associated with a credibility degree that
changes with time ¢ through a credibility function
v(A,t). The only property we assume of such function

2it is notorious that traffic conditions may change drastically
around this time.

is that it is monotonically non-increasing with time,
that is,

t1 <ty = W(Aatl) > '7(A7t2)

We also assume there is a credibility threshold, vy, be-
low which data A is no longer considered valid.

This assumption is going to be useful to release us
from having to evaluate credibility degrees for each
piece of information in the database, as we shall limit
ourselves to identifying the moment in which the de-
creasing credibility of a piece of information reaches its
threshold.

Only atomic data are updated, but when a query
is posed to the database, we would like to derive the
credibility degree associated to the answer, as well as
information on how this credibility degree changes with
time. Assuming that the credibility degree is a real
value in the interval [0, 1] and that queries are done in
a first-order language, we can compute the credibility
degree derived from complex queries e.g. in the follow-
ing way:

Y(AA B, t) = min(vy(4,t), v(B,t))
Y(AV B,t) = max(v(A4,t), v(B,t))
7(_'A7t) =1- ’y(A:t)
Y(VoA(z),t) = miny{v(A(y), 1)}
73z A(z),t) = maz,{y(A(y), 1)}

This is akin to Zadeh’s fuzzy norm and conorm for
fuzzy set operations, commonly used to characterise
and to deal with vague data [DP88].

The rationale behind this definition is the follow-
ing. The credibility in a conjunction cannot be greater
than the credibility in each of the conjuncts, and it
should not be smaller than the credibility in all con-
juncts; similarly, the credibility in a disjunction can-
not be smaller than the credibility in the disjuncts,
and it should not be greater than the credibility in all
disjuncts; quantifiers are treated as generalised con-
junctions/disjunctions. As for negation, we take the
view here that the smaller the credibility in some data,
the greater the credibility in its negation. A “closed
world assumption” in this setting would tell us that we
have credibility 0 in any atomic data absent from the
database.

These operations are also compatible with the gen-
eration of “coarse” constraints for belief measures, as
implemented in [CdSRH94].

We have to face some immediate modelling problems
that follow from this setting:

)

e We need credibility degrees, credibility functions
and credibility thresholds. Such functions and val-
ues are domain dependent and we need domain



experts to tell us what they are. However, for
most domains, the experts do not usually deal with
explicit evaluations for credibilities and decaying
credibility functions, or pre-defined limiting values
for credibility degrees on their data. Hence they
may have difficulties to provide the system with
these values and functions.

e Even for the simplest forms of decay, such as expo-
nential and linear functions, which are supposed to
be used as approximations for unknown domains,
there are problems in their composition. For in-
stance,

— min(ka —mat, kg —mpt) is not of the form
k — mt.

— min(kae P4t kpe=PBt) is not of the form
ke Pt

Figure 1 shows a generic composition of two linear
functions.

credibility

Figure 1 Min-composition of two linear
functions

time

As a consequence, the computation of the tem-
poral credibility degree derived from a query be-
comes quite costly. Instead of a fixed number of
parameters for a given decay form (e.g. {k,m}
or {k,(}), the associated credibility function be-
comes a tree that grows in complexity proportion-
ally to the complexity of the query. The leaves of
such tree are the credibility functions associated
to the atomic data. The intermediary nodes are
of the form min(Children) and maz(Children),
where Children represent the composed expres-
sion recursively computed by the subformulae of
the query expression. The consequent overhead
on storage space and computational efficiency is
significant.

2.1. Homogeneous Decay

One way to try to solve the compositionality prob-
lem would be to postulate that the confidence in all

data decays with the same “speed”. With an exponen-
tial decay this would mean that for any data A and
B:

kAe—ﬁt
kBe_ﬁt

(A, t) =
v(B,t) =

for the same value of 3. The composition of A A B
would give us

t

Y(AAB,t) = min(ka, kg)e™?

which is still an exponential decay. Similarly for dis-
junction. However, computing

Y(AA-B,t) = min(kae ', 1 - kpe Pt)

one sees it is not an exponential.
Exactly the same behaviour is obtained in the case
of linear decay:

(A, t) =
v(B,t) =

for the same value of m. Note that these are parallel
lines, so the composition of A A B is

ka—mt
kB—mt

Y(AAB,t) = min(ka, k) —mt

which is still linear. However,
YAA-B,t) = min(ka —mt,1— (kg —mt))

is not linear. So not even this simplification solves the
compositionality problem.

2.2. An Analytic Alternative

One could further argument that what is going
wrong here is the way we are computing the composed
credibility function. One could propose as an alterna-
tive the composition rules:

YAAB,t) = (A t)y(B,t)
YAV B,t) = ~v(A,t)+v(B,t)
—v(A4,t)v(B,t)
7(-4,t) = 1—v(4,1)

etc.

Apparently, in this way, the compositional problem
would be solved, for if v is a polynomial, so will be those
compositions. Ignore for the moment the fact that the
degree of the composed polynomial will be the sum of
the degrees of the polynomials involved, thus adding to
the system the burden of computing and storing such



polynomials; it will become clear that no coefficients
need to be computed.

We show that such a formulation is very restrictive
to the analytic modelling of data confidence. Classi-
cally, A is equivalent to A A A, but this formulation
would attribute v to A and v2 to A A A; by making
v =2, we are forced to have v = 0 or v = 1.

Which means that to achieve compositionality in
this way are limited to a binary set of confidence values.
This restriction goes against the very idea of “decay”
that we are trying to model here. This extreme sim-
plification to the binary case may not be acceptable in
the analytic approach, but a different approach may
shed new light on it.

To avoid the problems of the analytical approach,
we refine this modelling method with an algebraic ap-
proach.

3. The Algebraic Approach

Despite the fact that a large proportion of the “real-
life” systems and applications that have been built em-
ploying or dealing with data and knowledge bases have
to cope with reasoning with uncertainties and reason-
ing along and about time, research reports envisaging
the interaction between time and uncertainties are not
so frequently found in the literature (one interesting
exception to this remark can be found e.g. in [KS92]).

One common and successful approach to deal with
reasoning with /about uncertainties and with reasoning
along/about time is the so-called “parallel approach”
(see e.g. [Coh86] for a characterisation and a critical
review of this approach for uncertain reasoning, and
[Gab96] for an ambitious generalisation of this idea to
a variety of applications). In this approach, given a
language £ (representing data and knowledge about
that data) and a language A (characterising time rela-
tions, degrees of belief, etc.), connections between the
operations in 4 and the operations in £ can be de-
fined, so that to each operation step in £ corresponds
a “parallel” operation step in A.

It has been argued for elsewhere [CASRH94] that for
many applications it can be convenient to have more
than one language A; connected to a single system L,
to encompass different facets of a single problem. This
argument certainly holds for problems in which time
and uncertainties are relevant. As theoreticians, we
tend to feel more comfortable with this approach to de-
scription of information. As system engineers, however,
we would rather have the simplest possible languages
to implement and the least amount of information to
collect, and hence we would be happier to have a sin-
gle language to connect to a system than to have many

languages and therefore to have also to characterise the
interconnection among these many languages.

We have studied the relations between degrees of
credibility of pieces of information and the time peri-
ods in which they are valid (i.e. time intervals before
credibility degrees reach the threshold), to investigate
the possibilities of expressing degrees of credibility as
time intervals.

The minimum requirements we have identified for a
family of credibility values A; is as follows:

e It shall contain more than one value, otherwise
ascribing credibility degrees to pieces of informa-
tion becomes useless; on the other hand, the set
of values can — and in most cases should — be fi-
nite and relatively small, since it is rarely the case
that more than a finite set of values is taken into
account within any “real” model.

e The values shall be at least partially ordered, so
that different credibility degrees can be compared
with each other.

e Operations on credibility degrees shall be homo-
morphic with respect to operations on pieces of
information in L.

It is worth noticing that these requirements already
induce a rather precise structuring for A;. For exam-
ple, if £ is classical first-order logic, then A; are finite
lattices. Notice also that the analytical functions pro-
posed in the previous section abide by the last two of
these requirements.

Now let us assume that each piece of information in
L is tagged with a timestamp, based on a linear dis-
crete time description. Let us also assume that credi-
bility degrees degenerate monotonically with time, i.e.
that each piece of information has an associated mono-
tonically non-increasing credibility function depending
on timestamps.

Two additional requirements are implicit in the ana-
lytical formulation of the problem and shall be required
in the algebraic formulation too, namely:

1. that the result of operating on credibility degrees
is always present in one of the operands, i.e. in
our algebraic formulation that the operations on
elements ay, ..., a,, of the finite lattice 4; occurring
in an expression must result in one of aq,...,ay;
and

2. that the uniform query “is the credibility of I; € £
above the threshold value a;,?” can be replaced by
“was l; collected recently enough to be still consid-
ered trustworthy?” with no loss of generalisation.



One minimal way to comply with these two addi-
tional requirements is to require that:

e Fach lattice of credibility degrees A; becomes to-
tally ordered instead of just partially ordered.

e Kither a single credibility function or a single cred-
ibility threshold is assumed for every piece of in-
formation in the whole system. In our model, we
assume the former.

These requirements constrain significantly the ex-
pressive power of credibility degrees. Luckily enough,
our prospective design experiments have indicated that
for traffic monitoring and control in large cities this
shall suffice. As a simple illustration, let us assume
there are only two elements in our lattice: 1 (credibil-
ity above the threshold) and 0 (credibility below the
threshold).

Compare this state of things with the analytical al-
ternative in Section 2.2, in which a binary credibility
space was imposed on us through the need to compose
analytic functions. Apparently we have arrived at the
same point through very different ways.

The result is that valid-time is the collection of times
at which the data are above the threshold. Traffic in-
formation is then stored in the valid-time database as,
for example:

Valid-Time
17h18-17h25

Street Name | Speed (km/h)
Happiness St. 50

Valid-time for the data are estimated at insertion
time. Roughly speaking, we implement these ideas
as an intermediate layer between the sensors and the
database, which “translates” credibility degrees, func-
tions and thresholds into valid-time intervals. This is
illustrated in Figure 2, which presents the system’s pro-
posed abstract architecture such that:

e The information collectors (sensors) provide the
input data to the preprocessing layer.

e The preprocessing layer converts information on
data credibility into temporal information; once
this layer updates the database, all information
about credibility is lost.

e An application accesses only the temporal data.
No information about credibility is available to the
application.

In our example, data is collected at 17h20 and the
resulting interval is 17h18-17h25. The past is updated,
for it is assumed that the speed has been at the mea-
sured levels for some time before the measurement (in
this case, 2 minutes before 17h20).

Confidence
Preprocessing

Updates

Queries

Figure 2 Abstract architecture of traffic monitoring
system

Once the information goes through the layer be-
tween the sensors and the database and is added to the
valid-time database, it is no longer possible to recover
when the information was inserted (ie, its transaction
time) and all we can refer to is the data valid-time
vt(A). Usual valid-time manipulations can be applied,
and the usual treatment of valid-time databases can
be employed [SA85, TCG'93, Sno95, Fin97]. With
respect to the derivation of credibility intervals by
queries, this amounts to the usual valid-time manip-
ulation:

vt(A A B) = vt(A,t) Nvt(B)
vt(AV B) = vt(A,t) Uvt(B)
vt(—A) = complement(vt(A))

vt(VoA(z)) = M, {vt(A(y))}
vt(FrA(z)) = U, {vt(A(y))}

This is still not the end of our problems, for we have
to decide what happens after 17h25 if no updates ar-
rive. The fact that we do not know the average traffic
speed at a given time does not mean that e.g. this
speed is 0 km/h. We can either reject queries about
such a time (“no reliable information available”) or
we can estimate such speed based on known past be-
haviour.

The first alternative involves only treatment of in-
formation based on available data — updated accord-
ingly based on the model in use for obsolescence of
information. The second alternative requires an ad-
ditional model coupled to the general model, to up-
date information itself based on changes of credibil-
ity degrees due to obsolescence. Although this seems
an interesting feature to add to our general model, it
clearly requires a deeper understanding of the prob-
lem domain that must be incorporated into the model.
Since our major interest is in information modelling, we
may leave this second alternative for future versions of
the system.



4. Discussion and Future Work

Obsolescence of information is an important issue
for modelling information systems in which reliability
on data may change dynamically with time.

We have proposed two approaches to deal with in-
formation obsolescence, which we have coined the ana-
lytical approach and the algebraic approach. Both ap-
proaches are presented in a “minimalistic” fashion, in
the sense that we are interested in identifying the bare
essentials for modelling the obsolescence of informa-
tion.

This research has been directed towards building a
specific system, namely a system for traffic monitoring
and control in large cities. Nevertheless, we have ex-
plored methodological issues in the most generic terms
we have been capable of, so that our experiences and
results can bring up guidelines to system designers fac-
ing the same problems. In particular, we have studied
the possibilities of expressing obsolescence relations as
time intervals, which can be useful to simplify the im-
plementation of the presented models.

Admittedly, the solution sketched here is just a fast
first approximation, and was designed to reduce a com-
plex problem into a known domain. The merits of this
solution are:

e it is easy to implement;

e it presents a principled way of reducing the prob-
lem of data obsolescence into a temporal database
application.

Its main disadvantage is that in this process the pre-
cious information about data credibility becomes un-
available to other applications.

Clearly, there is still much to be done in this area.
In future articles we shall discuss the applicability of
some particular algebraic structures of credibility de-
grees and their impact on the implementation of par-
ticular systems.
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